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Standard Development Process  

 

To ensure the standard meets the ICT sector job requirements, the process was divided in to three 

phases. A research phase, data analysis phase and drafting phase. First, ICT standards of Maldives and 

some foreign countries were reviewed.  After that, Maldives ICT sector’s job requirements were 

reviewed. Based on the data gathered, ICT standard contents were constructed. By completion of this 

process, the first Draft of the standard was developed. 

 

For strengthening the development of the National Occupational Standard, a panel with technical 

experts was formed. The members provide technical support which needs to be included or excluded 

in the developed standard. If any amendment is brought to the standard, a new draft is constructed and 

reviewed by the technical panel, until the whole National Occupational Standard caters the needs of 

the ICT sector. 

 

Once the standard is finalized among the technical panel, the standard then is submitted to the ICT 

Sector Council. A brief report on how National Occupational Standard for Computer Hardware and 

Networking was developed is presented to the Sector council. Council members than ensures that the 

industry need has been catered in the standard and once the standard full fills the recommendation the 

standard has been endorsed by the council. 

 

After endorsing the standard from the ICT Sector Council, the final document is submitted to Maldives 

Qualification Authority (MQA) for approval. After the approval of MQA the National Occupational 

Standard for Computer Hardware and Networking is published, which would be than used by training 

providers. 

Description of “Computer Hardware and Networking” 

Like all other, qualification of the Maldivian TVET system, this occupational standard document 

focuses a very important segment of skilled occupations across the Maldives. 

Competency standard presented here refers to an important occupation within the Information 

Communication Technology (ICT) Sector, which is Computer Hardware & Networking. 

ICT sector plays an important role in establishing communication between individuals and 

corporations. Moreover, in this era of information, ICT is considered as the leading sector of securing 

sensitive data in digital world. Since the opportunities in ICT sector is “infinite”, there are plenty of 

room for those who are interested to reach higher levels in this sector.  For this reason, this standard 

is designed to cater the needs of the candidates who are interested to proceed in the field of computer 

hardware & networking. 

From an economical aspect, it’s not an option for ICT sector to be strong. Instead, it has to be strong 

to an extent the sector should be capable of competing at international levels.  Today, ICT personal 

need to play an important role in every field. Financial sector and National Security sector count 

among highly sensitive areas. Highly trained ICT professionals are needed to secure these sectors. 

And it’s true for all other sectors. Individuals who works as computer hardware and network technician 

or administrator are the ones that lay the backbone of the digital communication network, thus there 

are the ones who works at the frontline of defending the organizations from cyber-attacks and other 

various threats. 
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Job opportunities upon completion of “National Certificate-3 in Computer Hardware 

and Networking” 

 

Upon successful completion of the National Certificate III in Computer Hardware and Networking, 

student can work in the following jobs. 

 

1. Assistant Computer Technician 

2. IT Support Technician  

3. Assistant IT Technician  
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KEY FOR CODING 

Coding Competency Standards and Related Materials 

DESCRIPTION REPRESENTED BY 

Industry Sector as per ESC (Three letters) 

Construction Sector (CON) 

Fisheries and Agriculture (FNA) 

Information, Communication and Technology (ICT) 

Transport Sector (TRN) 

Tourism Sector (TOU) 

Social Sector (SOC) 

Foundation (FOU) 

Competency Standard  S 

Occupation with in an industry sector  Two digits 01-99 

Unit U 

Common Competency  CR 

Core Competency CM 

Optional / Elective Competency  OP 

Assessment Resources Materials  A  

Learning Resources Materials  L  

Curricular C 

Qualification Q1, Q2 etc.  

MNQF level of qualification L1, L2, L3, L4 etc. 

Version Number  V1, V2 etc.  

Year of endorsement of standard, qualification 
By “/” followed by two digits responding to the year of 

last review, example /20 for the year 2020 
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1. Endorsement Application for Qualification 01 

2. NATIONAL CERTIFICATE III IN COMPUTER HARDWARE AND NETWORKING 

3.Qualification code:  ICTS01Q1L3/20 Total Number of Credits: 40 

4. Purpose of the qualification 
This standard describes the performance outcomes, skills and knowledge required to work professionally in an 

ICT environment. This standard focuses on the application of skills and knowledge to solve a given problem 

in ICT field efficiently. 

 
5. Regulations for the 

qualification 

National Certificate III in Computer Hardware and Networking, will be 

awarded to those who are competent in units 

1+2+3+4+5+6+7+8+9+10+11+12+13+14+15+16 

6. Schedule of Units 

No.  Unit Title Unit Code 

Common Competencies 

01 Work effectively in an information technology environment ICTS01CR01V2/20 

02 Apply occupational health and safety procedures ICTS01CR02V2/20 

03 Install software applications ICTS01CR03V2/20 

Core Competencies 

04 Operate computer hardware ICTS01CR04V2/20 

05 Connect hardware peripherals ICTS01CR05V2/20 

06 Diagnose and Troubleshoot Computer Systems ICTS01CR06V2/20 

07 Determine client computing problems and actions ICTS01CR07V2/20 

08 Install and configure other IT related electronic devices ICTS01CR08V2/20 

09 Create and Manage Technical Documentation ICTS01CR09V2/20 

10 Maintain equipment/Software inventory ICTS01CR10V2/20 

11 Maintain System integrity ICTS01CR11V2/20 

12 Basic Computer Network configuration ICTS01CR12V2/20 

13 Install and configure Computer Networks ICTS01CR13V2/20 

14 Configure and test network security ICTS01CR14V2/20 

15 Maintain Computer Systems and Network ICTS01CR15V2/20 

16 Diagnose and Troubleshoot Computer Networks ICTS01CR16V2/20 

7.Accreditation Requirements 

The training provider should demonstrate hands-on experience related to this 

qualification. In addition to this simulated, or actual organizational work 

environment should be provided. 

8. Recommended 

Sequencing 
As appearing under the section 06 
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Packaging of National Qualifications: 

 
National Certificate III in Computer Hardware and Networking will be awarded to those who are competent 

in units 1+2+3+4+5+6+7+8+9+10+11+12+13+14+15+16 

 
Qualification Code: ICTS01Q1L3/20 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

NO Unit Title               Code Level 
No Of 

Credits 

01 
Work effectively in an information 

communication technology environment 
ICTS01CR01V2/20 III 01 

02 Apply occupational health and safety procedures ICTS01CR02V2/20 III 01 

03 Operate computer hardware ICTS01CR04V2/20 III 02 

04 Work hardware peripherals ICTS01CR05V2/20 III 02 

05 Install software applications ICTS01CR03V2/20 III 03 

06 
Diagnose and Troubleshoot Computer 

Systems 
ICTS01CR06V2/20 III 03 

07 Determine client computing problems and actions ICTS01CR07V2/20 III 02 

08 
Install and configure other IT related electronic 

devices 
ICTS01CR08V2/20 

III 04 

09 Create and Manage Technical Documentation ICTS01CR09V2/20 III 02 

10 Maintain equipment/Software inventory ICTS01CR10V2/20 III 01 

11 Maintain System integrity ICTS01CR11V2/20 III 03 

12 Basic Computer Network configuration ICTS01CR12V2/20 III 03 

13 Install and configure Computer Networks ICTS01CR13V2/20 III 04 

14 Configure and test network security ICTS01CR14V2/20 III 03 

15 Maintain Computer Systems and Network ICTS01CR15V2/20 III 03 

16 Diagnose and Troubleshoot Computer Networks ICTS01CR16V2/20 III 03 
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